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INICIATIVAS QUE ADICIONA LOS ARTÍCULOS 13 Y 76 DE LA LEY GENERAL DE LOS 
DERECHOS DE NIÑAS, NIÑOS Y ADOLESCENTES, EN MATERIA DE PROTECCIÓN DIGITAL, 
SUSCRITA POR EL DIPUTADO ALAN SAHIR MÁRQUEZ BECERRA Y LAS Y LOS 
LEGISLADORES INTEGRANTES DEL GRUPO PARLAMENTARIO DEL PAN 

El que suscribe, Alan Sahir Márquez Becerra, integrante del Grupo Parlamentario del Partido 
Acción Nacional en la LXVI Legislatura, con fundamento en los artículos 71, fracción II, de la 
Constitución Política de los Estados Unidos Mexicanos; y 6, numeral 1, fracción I, 77 y 78 del 
Reglamento de la Cámara de Diputados, somete a consideración de esta asamblea 
iniciativa con proyecto de decreto por el que se adicionan la fracción XXI del artículo 13 y un 
párrafo al artículo 76 a la Ley General de los Derechos de Niñas, Niños y Adolescentes, en 
materia de protección digital, al tenor de la siguiente 

Exposición de Motivos 

En la actualidad, el uso de redes sociales y plataformas digitales se ha convertido en parte 
fundamental de la vida cotidiana. Sin embargo, prácticas como el sharenting, término 
proveniente de las palabras inglesas share (“compartir”) y parenting (“crianza”), se integró al 
Diccionario Collins en 2016, y se define como la exposición reiterada de imágenes, datos 
personales y aspectos de la vida privada de niñas, niños y adolescentes por parte de sus 
madres, padres o tutores, como cumpleaños, actividades, momentos, etc. Lo que representa 
un riesgo creciente para su seguridad, integridad y derecho a la privacidad. Esta práctica 
puede provocar que niñas, niños y adolescentes sufran de bullying o ciberacoso en escuelas. 

De acuerdo con organismos internacionales como el Fondo de las Naciones Unidas para la 
Infancia, la sobreexposición digital puede consistir, por ejemplo, en subir una foto a las redes 
sociales, publicar una entrada de blog sobre el niño o la niña, o enviar un video a través de 
una aplicación de mensajería. Las cuales generan riesgos que van desde la suplantación de 
identidad y el acoso en línea, hasta la explotación sexual y la trata de personas. Por lo que 
algunas recomendaciones es que los progenitores o tutores no compartan demasiada 
información personal sobre sus hijos, ya sea en fotos o información. 

Aunque en muchos casos esta práctica parte de la intención de preservar recuerdos o 
mostrar logros familiares, la sobreexposición de la infancia en entornos digitales conlleva 
múltiples riesgos como la vulneración del derecho a la intimidad y la privacidad, la posible 
explotación de imágenes con fines ilícitos como la suplantación de identidad, creación de 
perfiles falsos, y efectos psicológicos en niñas, niños y adolescentes al no haber consentido 
la exposición de su vida privada. 

De acuerdo con el Informe del Comité de los Derechos del Niño de la ONU (2022), en su 86º 
período de sesiones, el Comité aprobó la observación general número 25 (2021), relativa a los 
derechos de los niños en relación con el entorno digital. En el que se menciona el incesante 
aumento del uso de la tecnología digital por parte de los niños, desencadenado por la 
pandemia de Covid-19, pone de relieve la necesidad de que los Estados fomenten la 
colaboración entre todas las partes interesadas, para mejorar la protección de los niños 
frente a muchos peligros en línea, como las prácticas comerciales perjudiciales, al tiempo 
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que se promueven las valiosas oportunidades que ofrece el entorno digital para hacer 
efectivos los derechos de los niños, como los derechos a la educación, de acceso a la 
información adecuada y a la libertad de expresión. 

En un mundo cada vez más conectado, el Comité considera que el acceso imparcial y 
equitativo a los servicios digitales, para todos los niños, sus progenitores y los profesionales 
que trabajan con y para los niños son cuestiones prioritarias. Por lo que el Comité alienta a 
los Estados a establecer mecanismos reguladores nacionales e internacionales de sentido 
común que garanticen que no se vulneren los derechos de los niños. 

En el mismo sentido, la Convención sobre los Derechos del Niño (ONU, 1989), establece en el 
artículo 3, numeral 2, que los Estados parte se comprometan a asegurar al niño la 
protección y el cuidado que sean necesarios para su bienestar, teniendo en cuenta los 
derechos y deberes de sus padres, tutores u otras personas responsables de él o ella ante la 
ley. Así mismo, en el artículo 16 en los que el niño no será objeto de injerencias arbitrarias o 
ilegales en su vida privada, familia, ni ataques a su honra y a su reputación. 

En materia internacional, el Reino Unido realizó un estudio sobre influencers británicas 
populares que infringían la privacidad de sus hijos e hijas al publicar imágenes de ellos en 
línea, determinando que los niños aparecieron en más de 75 por ciento de las publicaciones, 
versus la proporción de publicaciones que contenían contenido embarazoso, intimo o 
relevador fue de 11.5 por ciento; concluyendo que existe una paradoja de la privacidad, que 
se define como una dicotomía en como una persona pretende proteger su privacidad en 
línea contrario a cómo se comportan en línea. Además datos del órgano regulador de 
comunicaciones Office of Comunications de Reino Unidos revelan que 1 de cada 3 niños de 
entre 5 y 7 años usa las redes sociales sin supervisión. 

En Estados Unidos, la Universidad de Michigan (2018), realizó un estudio de 2016, donde 
Alexis Hiniker, Sarita Schoenebeck y Julie Kientz encuestaron a padres e hijos sobre las 
normas familiares y las percepciones respecto al uso de la tecnología. Descubrieron que a 
muchos niños les preocupaba que sus padres compartieran demasiado contenido en redes 
sociales sin su permiso. Reportaron sentirse avergonzados y frustrados porque sus padres 
tomaban decisiones sobre su presencia en línea sin consultarles. No hay control; una vez 
que publicas algo en redes sociales, pertenece al mundo. No puedes controlar quién tiene 
acceso ni cómo alguien podría usarlo. Incluso cuando tus perfiles se mantienen privados o 
bloqueados, no tienes control sobre lo que alguien a quien le diste acceso pueda hacer con 
ellos. Muchos padres se han enfrentado al secuestro digital, cuando alguien en internet 
“roba” una foto de su hijo y la usa en redes sociales para afirmar que es su propio hijo. 

El 19 de febrero de 2014, Francia aprobó la Ley número 2024-120, donde establece el derecho 
a la imagen de la infancia en el Código Civil francés, al ampliar las responsabilidades 
derivadas de la autoridad parental e incorporarlo en el marco legal del derecho a la vida 
privada. También, establece que ambos padres deben actuar conjuntamente en la difusión 
de imágenes de sus hijos en medios digitales o redes sociales, considerando la opinión del 
menor según su edad y grado de madurez. En caso de desacuerdo entre los progenitores 
sobre la publicación de fotografías o videos, la ley faculta al juez para prohibir a uno de los 
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padres publicar sin el consentimiento del otro. La ley francesa permite al juez, en situaciones 
extremas, delegar la patria potestad a fin de proteger la integridad moral y la dignidad del 
niño, si su imagen se ve seriamente comprometida. 

En México, la Constitución reconoce en el artículo 4o. el interés superior de la niñez como 
principio rector en todas las decisiones del Estado. No obstante, actualmente no existe una 
regulación específica respecto al sharenting. Además, en la Ley General de los Derechos de 
Niñas, Niños y Adolescentes considera el derecho a la intimidad, a la protección de datos 
personales y a la propia imagen. No obstante, aún no contempla de manera expresa la 
problemática del uso excesivo de sus datos e imágenes en entornos digitales por parte de 
sus propios padre, madres o tutores, ni medidas preventivas para ellos. 

Empero, el sharenting es una puerta para los fraudes en internet, suplantación de identidad 
y robo de datos, que los infantes aparezcan en sitios web inapropiados, que sus imágenes 
sean usadas para fines no deseados, incluso podrían ser localizados y sustraídos para 
diversos delitos. 

La Secretaría de Protección Ciudadana (2019) formuló cuatro recomendaciones para evitar 
que niñas y niños estén en riesgo: 

- Comparte información solo con personas de confianza. 

- Verifica la privacidad de las redes sociales que utilices, lee detenidamente las políticas 
del sitio web. 

- Publica fotografías que no dañen su autoestima. 

- Considera que al subir fotos íntimas del menor, éstas podrían ser utilizadas para fines 
desagradables. 

- Considera que compartir ubicaciones o imágenes que ayuden a obtenerla, puede ser un 
alto riesgo. 

La exposición de información e imágenes puede ser vulnerada por ciberdelicuentes, por lo 
que es importante reflexionar sobre el fenómeno conocido como sharenting y las 
implicaciones que tiene sobre el consentimiento de niñas, niños y adolescentes, sobre sus 
derechos y su desarrollo. 

Según datos del Instituto Nacional de Estadística y Geografía (2024), en México 

- 20.9 por ciento de la población usuaria de internet (18.4 millones de personas de 12 años 
y más) vivió alguna situación de ciberacoso. 

- El mismo año, 22.0 por ciento de las mujeres y 19.6 de los hombres que usaron internet 
fueron víctimas de ciberacoso. 



 

 
 

Sistema de Información Legislativa de la Secretaría de Gobernación. http://sil.gobernacion.gob.mx/portal  
Fuente: http://www.diputados.gob.mx/  

- El ciberacoso más frecuente que experimentaron ambos sexos fue el contacto mediante 
identidades falsas. 

- Las 3 entidades federativas con mayor porcentaje de población de 12 años y más que 
experimentaron alguna situación de ciberacoso fueron Durango (28.8 por ciento), Oaxaca 
(25.5) y Puebla (25.0). 

- En 2023, a escala nacional, 20.9 por ciento de la población usuaria de internet vivió 
alguna situación de acoso cibernético. El porcentaje representa 18.4 millones de personas 
de 12 años y más. 

- A escala nacional, 35.9 por ciento de la población de 12 años y más que vivió ciberacoso 
durante los últimos 12 meses manifestó haber sido contactada mediante identidades 
falsas. Así también, 33.3 por ciento recibió mensajes ofensivos y 26.0 por ciento recibió 
contenido sexual. 

- Durante 2023, 61.7 por ciento de la población de 12 años y más víctima de ciberacoso 
desconocía a la persona acosadora; 23.4 por ciento identificó solo a personas conocidas y 
14.8 por ciento señaló haber sufrido ciberacoso tanto de personas conocidas como 
desconocidas. 

Por ello, con estos datos podemos deducir que el fenómeno del sharenting se vincula de 
manera preocupante con el aumento del ciberacoso, pues la información, imágenes y 
videos que madres, padres o tutores publican en redes sociales sobre sus hijas e hijos, 
pueden ser utilizados por terceros para ridiculizarlos, hostigarlos o incluso extorsionarlos. 
Diversos estudios señalan que la exposición temprana y masiva de datos personales facilita 
que niñas, niños y adolescentes sean blanco de burlas, comentarios ofensivos o prácticas de 
acoso escolar trasladadas al entorno digital. El sharenting no sólo compromete la privacidad 
de la infancia, sino que incrementa los riesgos de sufrir violencia digital, generando 
consecuencias emocionales y psicológicas de largo plazo que afectan su autoestima, 
seguridad y bienestar. 

El sharenting no sólo expone a la niñez a delitos, también genera riesgo de “dataficación”, es 
decir, la recopilación masiva de información personal por parte de empresas tecnológicas 
para fines de publicidad o mercadotecnia dirigida. 

Respecto a el principio de interés superior del menor, la Suprema Corte de Justicia de la 
Nación (SCJN), ha emitido diversas tesis jurisprudenciales que tienen por objeto su 
interpretación. Una de ellas es la tesis: 1a./J. 18/2014 (10a.) de la primera Sala, donde toma en 
cuenta los deberes de protección de los menores y los derechos especiales de éstos 
previstos en la Constitución, tratados internacionales y leyes de protección de la niñez. En el 
mismo sentido, se encuentra la tesis: 2a/J. 113/2019 (10a.) de la Segunda Sala, en donde los 
derechos de las niñas, niños y adolescentes sobre el interés superior del menor, se erige 
como la consideración primordial que debe de atenderse en cualquier decisión que les 
afecte. Por lo anterior, la aplicación del principio del interés superior del menor implica, que 
se deban considerar los derechos y deberes de protección de los menores y los derechos 
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especiales de éstos previstos en la Constitución Política de los Estados Unidos Mexicanos, los 
tratados internacionales y las leyes de protección de la niñez. 

La práctica del compartir puede llevar una serie de preocupaciones graves para los niños, 
infringiendo la privacidad de los menores. Tomando en cuenta que existen distintas 
tipologías: 

- Datos proporcionados: Datos proporcionados por individuos sobre ellos mismos o sobre 
otros. 

- Rastreo de datos: Datos que generalmente se quedan en línea sin conocimiento del 
usuario y capturados a través de tecnologías de seguimiento como cookies, navegadores, 
huellas dactilares, metadatos, entre otros. 

- Datos inferidos: Datos derivados de algoritmos (perfiles). 

Por lo que la tipología reconoce que los datos pueden estar bajo riesgos de privacidad 
interpersonales, institucionales o comerciales. Por ello, resulta necesario legislar de manera 
clara para garantizar que madres, padres y tutores actúen con responsabilidad digital, 
respetando la privacidad de niñas, niños y adolescentes, y que el Estado establezca 
mecanismos de orientación, prevención, para proteger sus derechos, bajo el principio del 
interés superior de la niñez. 

Por lo fundado y motivado me permito someter a consideración de esta asamblea el 
siguiente proyecto de 

Decreto por el que se adicionan la fracción XXI del artículo 13 y un párrafo al artículo 76 
de la Ley General de los Derechos de Niñas, Niños y Adolescentes 

Único. Se adicionan la fracción XXI del artículo 13 y un párrafo al artículo 76 de la Ley 
General de los Derechos de Niñas, Niños y Adolescentes, para quedar como sigue: 
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Artículo 13. Para efectos de la presente Ley son derechos de niñas, niños y adolescentes, de 
manera enunciativa más no limitativa, los siguientes: 

I. a XX. ... 

XXI. Derecho a la protección de su identidad digital como la imagen, y voz, frente a 
prácticas de sobreexposición digital. 

Artículo 76. Niñas, niños y adolescentes tienen derecho a la intimidad personal y familiar, y 
a la protección de sus datos personales. 

... 

Quienes ejerzan la patria potestad, tutela o guarda y custodia, deberán orientar, supervisar y, 
en su caso, restringir, las conductas y hábitos de niñas, niños y adolescentes, siempre que 
atiendan al interés superior de la niñez. Asimismo, deberán informales sobre los riesgos 
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de la sobreexposición digital, fomentando un uso responsable de la tecnología en la 
crianza digital. 

Transitorios 

Primero. El presente decreto entrará en vigor el día siguiente al de su publicación en el 
Diario Oficial de la Federación. 

Segundo. Las autoridades competentes contaran con 180 días laborales para emitir 
lineamientos, protocolos y difusión en materia de protección digital de niños, niñas y 
adolescentes. 

Palacio Legislativo de San Lázaro, a 7 de octubre de 2025. 

Diputado Alan Sahir Márquez Becerra (rúbrica) 

 


