INICIATIVA CON PROYECTO DE DECRETO POR EL QUE SE REFORMAN Y
ADICIONAN DIVERSAS DISPOSICIONES DE LA LEY FEDERAL DE
PROTECCION DE DATOS PERSONALES EN POSESION DE LOS
PARTICULARES, DEL CODIGO PENAL FEDERAL Y DE LA LEY GENERAL DE
LOS DERECHOS DE NINAS, NINOS Y ADOLESCENTES, EN MATERIA DE
DERECHOS DIGITALES DE LA NINEZ Y ADOLESCENCIA

El que suscribe, Diputado Felipe Miguel Delgado Carrillo, integrante del Grupo
Parlamentario del Partido Verde Ecologista de México, de la LXVI Legislatura de la
Camara de Diputados del Honorable Congreso de la Unidn, con fundamento en lo
dispuesto por los articulos 71, fraccion Il, y 72 de la Constitucion Politica de los
Estados Unidos Mexicanos, asi como en los articulos 6, numeral 1, fraccién |, 77,
numeral 3, y 78 del Reglamento de la Camara de Diputados, somete a consideracion
de esta asamblea la presente INICIAITIVA CON PROYECTO DE DECRETO POR
EL QUE SE REFORMAN Y ADICIONAN DIVERSAS DISPOSICIONES DE LA LEY
FEDERAL DE PROTECCION DE DATOS PERSONALES EN POSESION DE LOS
PARTICULARES, DEL CODIGO PENAL FEDERAL Y DE LA LEY GENERAL DE
LOS DERECHOS DE NINAS, NINOS Y ADOLESCENTES, EN MATERIA DE
DERECHOS DIGITALES DE LA NINEZ Y ADOLESCENCIA, al tenor de la

siguiente:

EXPOSICION DE MOTIVOS

La aceleracion tecnolégica ha reordenado la vida cotidiana y, con ella, los modos de
aprender, socializar y jugar. La nifiez mexicana, cada vez mas tempranamente
conectada, se beneficia de oportunidades inéditas, pero enfrenta también riesgos que,
por su escala, velocidad y opacidad algoritmica, desbordan los instrumentos juridicos
vigentes. A la luz del interés superior de la nifiez, corresponde al Estado mexicano

ajustar su marco normativo para que la innovacion no se traduzca en vulnerabilidad.

La conectividad temprana es un dato incontrovertible: la mitad de las nifias y los nifos

de 6 a 11 anos, y entre 80 % y 94 % de las y los adolescentes de 12 a 17 afios, usan



internet con regularidad. Ese acceso masivo, que habilita aprendizajes y lazos

comunitarios, multiplica también la exposicidn a agresiones y practicas depredatorias.
Entre marzo y agosto de 2023, 20.9 % de las personas de 12 afios 0 mas que usaron
internet sufrié alguna modalidad de ciberacoso; la forma mas frecuente fue el contacto

mediante identidades falsas.

Lejos de circunscribirse al mundo adulto, el fendmeno golpea con especial dureza a
la adolescencia: de las victimas de 12 a 17 afios, 59 % fue agredida por pares; y, en
el caso de las mujeres, Facebook y WhatsApp concentraron la mayor parte de los
ataques (45.6 % y 39.2 %, respectivamente). La alfabetizacion digital insuficiente
agrava el cuadro: siete de cada diez adolescentes no identifican el concepto de
grooming y 63 % recibe su primer teléfono a los nueve afos, lo que facilita el contacto
con adultos anénimos. En paralelo, los reportes de trata de personas vinculados con
material de abuso sexual infantil alcanzan ya 62 % del total y crecieron 86 % en el
primer semestre de 2025 respecto del mismo periodo de 2024; 44 % de las victimas
tenia 16-17 afos, 41 % 12-15y 5 % 6-11, con Facebook, Instagram y WhatsApp
como principales vias de captacion. A ello se suman las denuncias por delitos en linea
contra menores que aumentaron 278 % entre 2019 y 2020, con la pedofilia en linea
como ilicito mas reportado, seguida de la pornografia en internet y el acoso digital. El
mensaje es inequivoco: la violencia digital crece mas rapido que nuestra capacidad

de respuesta.

El dafio no es solo estadistico: es emocional, social y prolongado. La exposicion
temprana a contenidos sexuales o violentos, asi como la victimizacion digital, vulnera
el derecho a la inocencia, intimamente ligado a la dignidad, la intimidad y el desarrollo
madurativo. La literatura especializada vincula estos hechos con mayores tasas de
depresion, ansiedad, autolesiones y dificultades de reinsercion social. La violencia
digital, lejos de ser un episodio aislado, forma parte de un continuum que traspasa
pantallas y deja huellas persistentes: el material intimo difundido ilicitamente puede
permanecer indefinidamente en la red, generando revictimizacion y deterioro

sostenido de la salud mental. Por eso la ley debe reconocer la violencia digital como
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violencia real y asegurar reparacidén integral, medidas de contencion y apoyo

psicoldgico oportuno.

Pese a que el articulo 4.° constitucional impone la primacia del interés superior de la
nifiez, nuestro andamiaje normativo no acompasa la realidad. La Ley Federal de
Proteccion de Datos Personales en Posesién de los Particulares no preveia una
categoria especifica para datos de menores ni prohibiciones expresas al perfilado
comercial, la geolocalizacion continua o la publicidad dirigida; tampoco exigia
procedimientos expeditos de eliminacion de contenidos ni regulaba con precisién la
cooperacion de plataformas para retirar material que vulnera a nifas, nifios vy
adolescentes. La Ley General de los Derechos de Nifias, Nifios y Adolescentes
enunciaba derechos tradicionales sin incorporar identidad digital, desconexion,
alfabetizacion o reparacién en linea. El Cédigo Penal Federal abordaba la corrupcién
de personas menores y la pornografia infantil, pero sin reconocer modalidades
digitales como la sextorsion, ni agravar las penas cuando los delitos se cometen
mediante anonimato, perfiles falsos o redes organizadas. El resultado es la impunidad:
las denuncias llegan tarde, los agresores borran rastros o se desplazan entre

jurisdicciones, y el tiempo (otra forma de violencia) juega en contra de las victimas.

El proyecto de decreto que aqui presentamos se funda en los articulos 1.°,4.°,6.°, 7.°,
16.°y 73, fraccion XXI, de la Constitucion Politica de los Estados Unidos Mexicanos,
y armoniza el derecho interno con los compromisos internacionales asumidos por el
Estado mexicano: la Convencion sobre los Derechos del Nifio, la Convencion de
Budapest sobre Ciberdelincuencia, el Convenio de Lanzarote, la Convencion de
Belém do Para y la Observacion General num. 25 del Comité de los Derechos del
Nifo. Estos instrumentos obligan a prevenir, investigar, sancionar y reparar la
violencia, incluida la que se articula en entornos digitales; exigen privacidad desde el
disefio, minimizacién de datos, transparencia y garantias efectivas para la rectificacion

y eliminacion.

Sobre esa base, la iniciativa despliega tres ejes complementarios.
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Primero, la reforma a la Ley Federal de Proteccion de Datos Personaln én
de los Particulares establece una proteccién reforzada. Se crea la categoria “datos
personales de menores de edad” (art. 2, fracc. VI) y se le reconoce caracter sensible
por su potencial de afectar el desarrollo. El interés superior de la nifiez se incorpora
como principio rector del tratamiento (art. 5), obligando a ponderar su bienestar por
encima de cualquier interés comercial. Se exige consentimiento expreso de quien
ejerza la patria potestad para tratar datos de personas menores, con excepciones
acotadas para fines educativos o de proteccion, y se prohibe el consentimiento tacito
para perfilado, geolocalizacion y publicidad dirigida (art. 7). En materia de tutela
urgente, se ordena un procedimiento sumario de eliminacion de datos con plazos
minimos de bloqueo y supresion y una ejecucidon no mayor a 48 horas cuando lo
solicite la persona titular o la autoridad (art. 36 Quater). Para transparentar practicas,
los avisos de privacidad deberan identificar el tratamiento de datos de menores,
describir medidas de seguridad y minimizacion, e informar la existencia y justificacion
de sistemas automatizados de recomendacion o perfilado (art. 15). Un nuevo Capitulo
V Bis prohibe el perfilado con fines publicitarios o de manipulacidén conductual, la venta
o cesion de datos de menores, la geolocalizacion continua con fines comerciales y el
uso de datos provenientes de fuentes ilicitas; impone privacidad desde el disefio,
evaluaciones de impacto y conservacion de evidencia minima indispensable bajo
cadena de custodia para fines de investigacion (arts. 36 Ter y 36 Quinquies).
Finalmente, se fortalecen infracciones y sanciones para castigar venta de datos de
menores, perfilado y publicidad dirigida, uso indebido de geolocalizaciéon y omisiones
de seguridad, actualizando multas de 200 a 320 000 UMA (arts. 58 y 59).

Segundo, la reforma al Cdédigo Penal Federal moderniza tipos y agravantes. En
corrupcion de menores (art. 201) la pena se incrementa hasta en una mitad cuando la
conducta se realiza mediante tecnologias de la informacion, redes o plataformas
digitales, y se prevé inhabilitacion de tres a seis anos para ocupar puestos en
escuelas, centros recreativos o de cuidado cuando se empleen perfiles falsos, técnicas

de anonimizacion o se participe en grupos organizados en linea. En pornografia infantil



(art. 202) se amplia la definicion para incluir la produccion, alanito,
transmision, descarga, distribucion, intercambio, comercializacion o puesta a
disposicion por medios digitales de material que implique participacion en actividades
sexuales explicitas (reales o simuladas) o la exposicion lasciva de partes intimas; se
sanciona ademas el uso de sistemas automatizados o algoritmos para recomendar,
posicionar o monetizar dicho material, asi como su ocultacion para evadir la deteccién.
Se tipifica la extorsion sexual digital contra personas menores (arts. 199 Undécies y
199 Duodécies) como la solicitud u obtencion de imagenes, audios o videos de
naturaleza sexual mediante amenazas, engafios, coaccidén o abuso de confianza, con
penas de ocho a doce afos de prision y de 800 a 1 200 dias multa, aumento hasta la
mitad si hay difusién y declaracién de imprescriptibilidad para evitar que el paso del

tiempo favorezca a los agresores.

Tercero, la reforma a la Ley General de los Derechos de Nifas, Nifios y Adolescentes
reconoce derechos digitales sustantivos y exigibles. En el articulo 13 se incorporan los
derechos a la identidad, la privacidad, la desconexion, la alfabetizacion y la reparacion
digital. El articulo 101 Ter garantiza la proteccion de la intimidad y la vida privada en
entornos digitales, incluido el control sobre captacion, conservacion, tratamiento y
difusién de datos, imagenes y voz, asi como el derecho a una identidad digital unica
e integra, protegida frente a suplantaciones o manipulaciones. El articulo 101 Ter 2
reconoce el derecho a desconectarse de dispositivos y servicios digitales durante los
horarios de descanso y escolares, con el fin de prevenir la sobreexposicidén tecnolégica
y sus efectos en el suefo, la ansiedad y la atencion. El articulo 101 Ter 3 ordena a las
autoridades educativas desarrollar programas y contenidos para fortalecer habilidades
de seguridad digital, autocuidado y ciudadania responsable. El articulo 101 Ter 4
consagra la reparacion en el entorno digital: plataformas y prestadores de servicio
deberan retirar, bloquear o desindexar, en un maximo de 48 horas, contenido ilicito o
lesivo para nifas, nifios y adolescentes, preservando simultdneamente la evidencia
minima indispensable bajo cadena de custodia para no obstaculizar la investigacion

penal.
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La implementacion exige corresponsabilidad. Padres, escuelas, autia y
empresas tecnoldgicas comparten deberes concretos. Las plataformas y proveedores
de servicios digitales habran de cooperar con celeridad y de buena fe para detectar,
denunciar y eliminar cualquier contenido ilicito que involucre a personas menores; su
incumplimiento generara responsabilidades administrativas y, en su caso, penales. La
conservacion de evidencia minima (y soélo la minima) garantiza, de un lado, que la
victima no vuelva a ser expuesta y, del otro, que el Estado pueda investigar y

sancionar con eficacia.

La nifiez mexicana se enfrenta hoy a riesgos inéditos por su escala y profundidad. El
incremento sostenido de los delitos cibernéticos contra menores y la insuficiencia del
marco vigente reclaman una respuesta legislativa a la altura: especifica, agil,
garantista. La presente iniciativa provee esa respuesta. Crea una categoria especial
para los datos de menores, impone el consentimiento expreso y la minimizacion,
establece procedimientos expeditos de eliminacidn, tipifica la sextorsion digital y la
declara imprescriptible, amplia definiciones y agravantes penales, y reconoce
derechos digitales claros y exigibles: identidad, privacidad, desconexion,
alfabetizacion y reparacion. Con ello, México pasa de la retdrica a la accion y asegura
que ninas, nifios y adolescentes transiten el entorno digital con seguridad, con

dignidad y en libertad.

Las siguientes tablas comparativas ayudan a visualizar el alcance del presente

proyecto:

Ley Federal de Proteccion de Datos Personales en Posesion de los
Particulares

Texto vigente Texto propuesto

Articulo 2. Para los efectos de esta Ley, | Articulo 2. Para los efectos de esta Ley,

se entendera por: se entendera por:




VI. Datos personales sensibles: Aquellos
datos personales que afecten a la esfera
mas intima de la persona titular, o cuya
utilizacion indebida pueda dar origen a
discriminacion o conlleve un riesgo grave
para esta. De manera enunciativa mas
no limitativa se consideran sensibles los
datos personales que puedan revelar
aspectos como origen racial o étnico,
estado de salud presente o futuro,
creencias

informacion genética,

religiosas, filoséficas y  morales,

opiniones politicas y preferencia sexual,

VII.

acceso,

Derechos ARCO: Derechos de
rectificacion, cancelacion y
oposicion al tratamiento de datos

personales;

VIII. Dias: Dias habiles;

IX. Disociacion: Procedimiento mediante
el cual los datos personales no pueden
asociarse a la persona titular ni permitir,
por su estructura, contenido o grado de
desagregacion, la identificacion de la

misma;

l.LaV....

VI. Datos personales de menores de
edad: Informacién de persona menor
de

identificadores directos e indirectos,

dieciocho afos, incluyendo
datos de localizacién, identificadores
de

cualquier inferencia o perfil asociado,

dispositivos, metadatos y
que constituyen una categoria de
datos sensibles, cuya utilizacion

indebida puede afectar su desarrollo;

VIL.

Aquellos datos personales que afecten a

Datos personales sensibles:
la esfera mas intima de la persona titular,
o cuya utilizacion indebida pueda dar
origen a discriminaciéon o conlleve un
riesgo grave para esta. De manera
enunciativa mas limitativa

no Se

consideran  sensibles los  datos
personales que puedan revelar aspectos
como origen racial o étnico, estado de
salud presente o futuro, informacién
genética, creencias religiosas, filosoficas
y morales,

opiniones politicas 'y

preferencia sexual;

VIIL.

acceso,

Derechos ARCO: Derechos de

rectificacion, cancelacion y




X. Fuente de acceso publico: Aquellas
bases de datos, sistemas o archivos que
por disposicion de ley puedan ser
consultadas publicamente cuando no
exista impedimento por una norma
limitativa, y sin mas exigencia que, en su
caso, el pago de una contraprestacion,
tarifa o contribucion. No se considerara
fuente de acceso publico cuando la
informacion contenida en la misma sea
obtenida o tenga una procedencia ilicita,
conforme a las disposiciones
establecidas por la presente Ley vy
demas

disposiciones juridicas

aplicables;

Xl. Ley: Ley Federal de Proteccion de
Datos Personales en Posesion de los
Particulares;

XII. Persona encargada: Persona fisica o
juridica que sola o conjuntamente con
otras trate datos personales por cuenta

del responsabile;

XIll. Reglamento: Reglamento de la Ley
de de

Personales de

Federal Proteccion Datos

en Posesion los

Particulares;

oposicion al tratamiento datos

personales;
IX. Dias: Dias habiles;

X. Disociacion: Procedimiento mediante
el cual los datos personales no pueden
asociarse a la persona titular ni permitir,
por su estructura, contenido o grado de
desagregacion, la identificacion de la

misma;

Xl. Fuente de acceso publico: Aquellas
bases de datos, sistemas o archivos que
por disposicion de ley puedan ser
consultadas publicamente cuando no
exista impedimento por una norma
limitativa, y sin mas exigencia que, en su
caso, el pago de una contraprestacion,
tarifa o contribucion. No se considerara
fuente de acceso publico cuando la
informacion contenida en la misma sea
obtenida o tenga una procedencia ilicita,
conforme a las disposiciones
establecidas por la presente Ley vy
demas

disposiciones juridicas

aplicables;




XIV. Responsable: Sujetos regulados a
que se refiere la fraccion XVI de este

articulo;

XV.

Anticorrupcion y Buen Gobierno;

Secretaria: Secretaria

XVI. Sujetos regulados: Personas fisicas
o0 morales de caracter privado que llevan
a cabo el tratamiento de datos

personales;

XVII. Tercero: Persona fisica o moral,
nacional o extranjera, distinta de Ia
persona titular o del responsable de los

datos;

XVIILI.

corresponden los datos personales;

Titular: Persona a quien

XIX. Tratamiento: Cualquier operacion o
conjunto de operaciones efectuadas
mediante procedimientos manuales o
automatizados aplicados a los datos
con la

personales, relacionadas

obtencion, uso, registro, organizacion,

conservacion, elaboracion, utilizacion,
comunicacion, difusion,
almacenamiento, posesién, acceso,

manejo, aprovechamiento, divulgacion,

XIl. Ley: Ley Federal de Proteccién de
Datos Personales en Posesion de los

Particulares;

XIll. Persona encargada: Persona fisica
o juridica que sola o conjuntamente con
otras trate datos personales por cuenta

del responsable;

XIV. Reglamento: Reglamento de la Ley

Federal de Proteccion de Datos
Personales en Posesion de los
Particulares;

XV. Responsable: Sujetos regulados a

que se refiere la fraccidn de este articulo;

XVI.

Anticorrupcion y Buen Gobierno;

Secretaria: Secretaria

XVIL.

fisicas 0 morales de caracter privado que

Sujetos regulados: Personas
llevan a cabo el tratamiento de datos

personales;

XVIIl. Tercero: Persona fisica o moral,
nacional o extranjera, distinta de Ia
persona titular o del responsable de los

datos;




transferencia o disposicion de datos

personales, y

XX. Transferencia: Toda comunicacion
de datos personales dentro o fuera del
territorio mexicano, realizada a persona
distinta de la titular, del responsable o de

la persona encargada del tratamiento.

XIX. Persona a qin

corresponden los datos personales;

Titular:

XX. Tratamiento: Cualquier operacién o
conjunto de operaciones efectuadas
mediante procedimientos manuales o
automatizados aplicados a los datos
relacionadas la

personales, con

obtencion, uso, registro, organizacion,

conservacion, elaboracién, utilizacion,
comunicacion, difusion,
almacenamiento, posesién, acceso,

manejo, aprovechamiento, divulgacion,
transferencia o disposicion de datos
personales, y

XXI. Transferencia: Toda comunicacion
de datos personales dentro o fuera del
territorio mexicano, realizada a persona
distinta de la titular, del responsable o de
la persona encargada del tratamiento.

Articulo 5. El responsable debera
observar los principios de licitud,
finalidad, lealtad, consentimiento,

calidad, proporcionalidad, informacién y
responsabilidad en el tratamiento de
datos personales.

Articulo 5. El responsable debera
observar los principios de licitud,
finalidad, lealtad, consentimiento,

calidad, proporcionalidad, informacién y
responsabilidad en el tratamiento de
datos personales.

En el tratamiento de datos de
personas menores de edad, el
responsable observara un principio
de interés superior de la nifez, que
prevalecera frente a intereses
comerciales del responsable o de
terceros.
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Articulo 7. Todo tratamiento de datos
personales estara sujeto al
consentimiento de la persona titular,
salvo las excepciones previstas por la
presente Ley.

El consentimiento podra manifestarse de
forma expresa o tacita. ...

El consentimiento sera tacito cuando
habiéndose ...

Por regla general serd valido el
consentimiento tacito, ...

Los datos financieros o patrimoniales
requeriran ...

El consentimiento podra ser revocado en
cualquier momento ...

Articulo 7. Todo tratamiento de datos
personales estara sujeto al
consentimiento de la persona titular,
salvo las excepciones previstas por la
presente Ley.

El consentimiento podra manifestarse de
forma expresa o tacita. ...

El consentimiento sera tacito cuando
habiéndose ...

Por regla general sera valido el
consentimiento tacito, ...

Los datos financieros o patrimoniales
requeriran ...

El consentimiento podra ser revocado en
cualquier momento ...

El tratamiento de datos de personas
menores de edad requerira
consentimiento expreso de quien
ejerza la patria potestad o tutela, salvo
cuando sea estrictamente necesario
para la prestaciéon de un servicio
educativo solicitado por quienes
ejercen la representacion o para
proteger el interés superior de la
ninez.

En ningun caso sera valido el

consentimiento  tacito para el
perfilado, la geolocalizacién o la
publicidad dirigida a personas

menores de edad

Articulo 10. El responsable procurara
que los datos personales contenidos en

Articulo 10. El responsable procurara
que los datos personales contenidos en
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las bases de datos sean exactos,
completos, correctos y actualizados para
los fines para los cuales fueron
recabados.

Cuando los datos personales hayan
dejado de ser necesarios ...

El responsable estara obligado a
eliminar ...

las bases de datos sean exactos,
completos, correctos y actualizados para
los fines para los cuales fueron
recabados.

Cuando los datos personales hayan
dejado de ser necesarios ...

El responsable estara obligado a
eliminar ...

Tratandose de datos de personas
menores de edad, los plazos de
bloqueo y supresidén seran el minimo
indispensable y, en todo caso, el

responsable debera habilitar un
procedimiento expeditivo de
eliminacion cuando lo solicite la

persona titular por conducto de su
representante o la autoridad
competente, sin perjuicio de
obligaciones de conservacion legal.

Articulo 15. El aviso de privacidad
debera contener, al menos, la siguiente
informacion:

l.LalV. ...
V. Los mecanismos, medios vy
procedimientos para ejercer los

derechos ARCO, de conformidad con lo
dispuesto en esta Ley,

VI. El procedimiento ...

Articulo 15. El aviso de privacidad
debera contener, al menos, la siguiente
informacion:

l.LalV. ...
V. Los mecanismos, medios vy
procedimientos para ejercer los

derechos ARCO, de conformidad con lo
dispuesto en esta Ley,

VI. El procedimiento ...

VIl. Distinguir claramente si se
recaban o tratan datos de personas
menores de edad,
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VIIl. Describir medidas especificas de
seguridad, minimizacion, retencién y
mecanismos expeditos de ejercicio
ARCO para personas menores de
edad, e

IX. Informar si existen sistemas
automatizados de recomendacion o
perfilado y su justificacion.

Sin correlativo

Capitulo V Bis

Del tratamiento de datos de personas
menores de edad

Articulo 36 Bis. Queda prohibido el
perfilado de personas menores de
edad con fines de publicidad dirigida,
manipulacion conductual,
monetizacion o decisiones
automatizadas que produzcan efectos

juridicos o les afecten

significativamente.

Queda prohibida la venta, cesién u
obtencion de datos de personas
menores de edad a partir de fuentes
ilicitas o sin base de legitimacion;

También se prohibe la geolocalizaciéon
continua de ninas, ninos y
adolescentes con fines comerciales.

Articulo 36 Ter. ElI responsable
adoptara medidas de seguridad
reforzadas, evaluacion de impacto en
proteccion de datos especifica para
personas menores de edad, y
disefiara sus servicios bajo el
principio de privacidad por defecto,
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recolectando uUnicamente los datos
estrictamente necesarios.
Articulo 36 Quater. El responsable

habilitara canales expeditos para la
eliminacion de contenidos o datos

que vulneren derechos de las
personas menores de edad,
incluyendo bloqueo, retiro y

desindexacion en un maximo de 48
horas tras la solicitud fundada de
autoridad competente, Procuradurias
de Proteccion o de quien ejerza la
representacion.

Articulo 36 Quinquies. Los
responsables deberan conservar y
preservar bajo cadena de custodia la
evidencia minima indispensable
cuando se investiguen delitos contra
personas menores de edad,
cooperando con autoridades
competentes, sin obstaculizar Ila
remocion inmediata de contenidos
ilicitos.

Articulo 58. Constituyen infracciones a
esta Ley, las conductas llevadas a cabo
por el responsable:

l.a XVII. ...

XVIIl. Crear bases de datos en
contravencion a lo dispuesto por el
articulo 8, segundo parrafo de esta Ley,

y_

XIX.  Cualquier incumplimiento del
responsable a las  obligaciones
establecidas a su cargo en términos de
lo previsto en la presente Ley.

Articulo 58. Constituyen infracciones a
esta Ley, las conductas llevadas a cabo
por el responsable:

l.a XVII. ...

XVIIl. Crear bases de datos en
contravencion a lo dispuesto por el
articulo 8, segundo parrafo de esta Ley,

y

XIX. Vender o ceder ilicitamente los
datos de personas menores de edad,
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XX. Realizar perfilado Iiid
dirigida a personas menores de edad,

XXI. Captar, tratar o compartir datos
de geolocalizaciobn de personas
menores de edad para seguimiento
persistente con fines comerciales, sin
consentimiento expreso de quien
ejerza la patria potestad o tutela y sin
que exista finalidad estrictamente
educativa o de proteccion conforme al
interés superior de la nifez, y

XXIl.  Cualquier incumplimiento del
responsable a las  obligaciones
establecidas a su cargo en términos de
lo previsto en la presente Ley.

Articulo 59. Las infracciones a la
presente Ley seran sancionadas por la
Secretaria con:

Lyll. ...

[ll. Multa de 200 a 320,000 veces la
Unidad de Medida y Actualizacién, en los
casos previstos en las fracciones VIl a
XVIII del articulo anterior, y

V. ...

Articulo 59. Las infracciones a la
presente Ley seran sancionadas por la
Secretaria con:

Lyll. ...

lll. Multa de 200 a 320,000 veces la
Unidad de Medida y Actualizacién, en los
casos previstos en las fracciones VIl a
XXI del articulo anterior, y

V. ...

Cadigo Penal Federal

Texto vigente

Texto propuesto

Articulo 201.- delito de

corrupcion de menores, quien obligue,

Comete el

induzca, facilite o procure a una o varias

Articulo 201.- delito de

corrupcion de menores, quien obligue,

Comete el

induzca, facilite o procure a una o varias
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personas menores de 18 afios de edad o
una o varias personas que no tienen
capacidad para comprender el
significado del hecho o una o varias
personas que no tienen capacidad para
resistilo a realizar cualquiera de los

siguientes actos:

a).af). ...

A quién cometa este delito se le
impondra: en el caso del inciso a) o b)
pena de prision de cinco a diez afos y
multa de quinientos a mil dias; en el caso
del inciso c) pena de prision de cuatro a
nueve afnos Yy de cuatrocientos a
novecientos dias multa; en el caso del
inciso d) se estara a lo dispuesto en el
articulo 52, del Capitulo |, del Titulo
Tercero, del presente Codigo; en el caso
del inciso e) o f) pena de prision de siete
a doce anos y multa de ochocientos a

dos mil quinientos dias.

personas menores de 18 afios de e 0
una o varias personas que no tienen
capacidad para comprender el
significado del hecho o una o varias
personas que no tienen capacidad para
resistiflo a realizar cualquiera de los

siguientes actos:
a).af). ...

A quién cometa este delito se le
impondra: en el caso del inciso a) o b)
pena de prision de cinco a diez afos y
multa de quinientos a mil dias; en el caso
del inciso c) pena de prision de cuatro a
nueve afnos Yy de cuatrocientos a
novecientos dias multa; en el caso del
inciso d) se estara a lo dispuesto en el
articulo 52, del Capitulo |, del Titulo
Tercero, del presente Codigo; en el caso
del inciso e) o f) pena de prision de siete
a doce anos y multa de ochocientos a

dos mil quinientos dias.

Cuando la conducta referente al

inciso f) se realice mediante el uso de
tecnologias de Ila informaciéon y
comunicacién, redes o plataformas
digitales,

incluyendo la solicitud,

captacion o contacto con la victima, la
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pena se aumentara hasta en una

mitad.

Cuando, para la comision de este
delito, se utilicen perfiles falsos,
técnicas de anonimizacion, cifrado o
se participen grupos, comunidades o
redes organizadas en entornos
digitales, se impondran ademas de las
penas anteriores, de tres a seis afos
de inhabilitacion para desempenar
empleos, cargos o comisiones en
centros educativos, deportivos,
recreativos o de cuidado infantil, sin
perjuicio de otras  sanciones

aplicables.

Cuando se trate de actos de
exhibicionismo corporal o sexuales
simulados o no, y se utilicen perfiles
falsos, técnicas de anonimizacion,
cifrado o se participen grupos,
comunidades o redes organizadas en
entornos digitales; se impondran
ademas de las penas anteriores, de
tres a seis anos de inhabilitacién para
desempeinar empleos, cargos o
comisiones en centros educativos,

deportivos, recreativos o de cuidado

17




infantil, sin perjuicio de oras
sanciones aplicables
Articulo 202.- Comete el delito de | Articulo 202.- Comete el delito de

pornografia de personas menores de
dieciocho afios de edad o de personas
que no tienen capacidad para
comprender el significado del hecho o de
personas que no tienen capacidad para

resistirlo, quien procure, ...

A quien fije, imprima, video grabe,

fotografie, filme ...

La misma pena se impondra a quien

reproduzca, ...

pornografia de personas menores de
dieciocho afios de edad o de personas
que no tienen capacidad para
comprender el significado del hecho o de
personas que no tienen capacidad para

resistirlo, quien procure, ...

A quien fije, imprima, video grabe,

fotografie, filme ...

La misma pena se impondra a quien

reproduzca, ...

Se considerara también pornografia
de personas menores de dieciocho

anos:

a) La produccién, almacenamiento,
transmisién, descarga, distribucion,
intercambio, comercializacion o
puesta a disposicion por medios

digitales de material que implique su

18




participacion en actividades sexuales
explicitas, reales o simuladas, o la
exposicion lasciva de sus partes

intimas con fines sexuales;

b) El uso de sistemas automatizados
o algoritmos para recomendar,
posicionar o monetizar dicho

material;

c) La desindexacion u ocultamiento

fraudulento para evadir su deteccién.

Sin correlativo.

Capitulo Il
Extorsion sexual digital a personas

menores de edad

Articulo 199 Undecies.- Comete el
delito de extorsion sexual digital a
personas menores de edad a quien
por cualquier medio digital, solicite,
obtenga o pretenda obtener de una
persona menor de dieciocho aios
imagenes, audios, videos o
contenidos de naturaleza sexual,
mediante amenazas, engaio,
coaccion, abuso de confianza o
aprovechamiento de relacion de

autoridad o vulnerabilidad,
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Articulo 199 Duodecies.- eré
sancionado con ocho a doce anos de
prision y de ochocientos a mil
doscientos dias multa; sin perjuicio
de las penas que correspondan por
otros delitos. Si ademas difunde el
material obtenido, la pena se
aumentara hasta en una mitad. Este

delito sera imprescriptible

Ley General de los Derechos de Nifias, Nifios y Adolescentes

Texto vigente

Texto propuesto

Articulo 13. Para efectos de la presente
Ley son derechos de nifas, nifios vy
adolescentes, de manera enunciativa

mas no limitativa, los siguientes:

[.a XVIII. ...

XIX. Derechos de nifas, nifios vy
adolescentes migrantes,-y-

XX. Derecho de acceso a Ilas
Tecnologias de Ila Informacion vy

Comunicacion

Articulo 13. Para efectos de la presente
Ley son derechos de nifas, nifios vy
adolescentes, de manera enunciativa

mas no limitativa, los siguientes:

[.a XVIII. ...

XIX. Derechos de nifas, nifios vy
adolescentes migrantes;

XX. Derecho de acceso a las
Tecnologias de la Informacion vy
Comunicacion; y

XXl. Derecho a Ila identidad,
privacidad, desconexion,

alfabetizacion y reparacion digital.
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Sin correlativo

Capitulo Vigésimo Primero

Derecho a la identidad, privacidad,
desconexion, alfabetizacion y

reparacion digital

Articulo 101 Ter. Ninas, nifos vy
adolescentes tienen derecho a la
protecciéon de su intimidad y vida
privada en entornos digitales,
incluyendo el control sobre Ia
captacién, conservacion, tratamiento,
difusién y explotacién de sus datos,
contenidos, imagenes, voz y
cualquier otro identificador digital.
Las autoridades adoptaran medidas
para prevenir, investigar, sancionar y
reparar la vulneracién de este

derecho.

Articulo 101 Ter 1. Se reconoce el
derecho a una identidad digital Unica,
integra y protegida frente a
suplantaciones, manipulaciones o
usos no autorizados. Las autoridades
federales y locales, en coordinaciéon
con los sectores social y privado,
estableceran lineamientos para la

verificacion robusta de identidad,
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notificacion temprana de incnts y

asistencia a victimas.

Articulo 101 Ter 2. Se garantiza a
ninas, nifos y adolescentes el
derecho a la desconexion de
dispositivos, plataformas y servicios
digitales en horarios de descanso y
escolares, asi como a condiciones
que prevengan la sobreexposicion
tecnolégica, sin menoscabo del
acceso a la educacion y a la
informacion. Las autoridades
educativas emitiran protocolos para

su observancia.

Articulo 101 Ter 3. Las autoridades
educativas federales y locales
implementaran contenidos
curriculares, materiales y programas
de formacién docente para el
desarrollo de habilidades de
alfabetizacion mediatica,
pensamiento critico, seguridad
digital, autocuidado y ciudadania

digital responsable.

Articulo 101 Ter 4. Se reconoce el
derecho a la restauracion digital para
lograr la remociéon expedita de

contenidos ilicitos o que vulneren los
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derechos de

adolescentes;

Las plataformas y servicios digitales
deberan retirar, bloquear o
desindexar, en un plazo maximo de 48
horas posteriores a la notificacién de
la autoridad competente o de las
Procuradurias de Proteccion,
cualquier contenido ilicito o que
vulnere los derechos de nifas, nifos

o adolescentes;

La autoridad establecera mecanismos
de cooperacion transfronteriza vy

preservaciéon de evidencia digital;

El incumplimiento generara
responsabilidades administrativas vy,
en su caso, penales conforme a la

legislacién aplicable.

Con base en las razones que aqui se presentan y con fundamento en lo establecido
en los articulos 71, fraccion I, de la Constitucion Politica de los Estados Unidos
Mexicanos y 6, numeral 1, fraccion |, 77 y 78 del Reglamento de la Camara de
Diputados, se somete a consideracidon de esta soberania el siguiente:
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PROYECTO DE DECRETO POR EL QUE SE REFORMAN Y ADICIONAN
DIVERSAS DISPOSICIONES DE LA LEY FEDERAL DE PROTECCION DE
DATOS PERSONALES EN POSESION DE LOS PARTICULARES, DEL CODIGO
PENAL FEDERAL Y DE LA LEY GENERAL DE LOS DERECHOS DE NINAS,
NINOS Y ADOLESCENTES, EN MATERIA DE DERECHOS DIGITALES DE LA
NINEZ Y ADOLESCENCIA

ARTICULO PRIMERO. Se adiciona una nueva fraccion VI al articulo 2, recorriéndose
la actual y las demas en el orden subsecuente; se reforman y adicionan los articulos
5, 7 y 10; se reforman las fracciones V y VI del articulo 15 y se adicionan a éste las
fracciones VII, VIl y IX; se adiciona un Capitulo V Bis, denominado “Del tratamiento
de datos de personas menores de edad”, para incorporar los articulos 36 Bis, 36 Ter,
36 Quater y 36 Quinquies; se reforman la fracciones XVIII y XIX del articulo 58 y se
adicionan al mismo las fracciones XX, XX| y XXIlI; se reforma la fraccion Il del articulo
59, todos de la Ley Federal de Proteccion de Datos Personales en Posesiéon de los
Particulares, para quedar como sigue:

Articulo 2. Para los efectos de esta Ley, se entendera por:
lLaV. ..

VI. Datos personales de menores de edad: Informacién de persona menor de dieciocho
anos, incluyendo identificadores directos e indirectos, datos de localizacion,
identificadores de dispositivos, metadatos y cualquier inferencia o perfil asociado, que
constituyen una categoria de datos sensibles, cuya utilizaciéon indebida puede afectar
su desarrollo;

VII. Datos personales sensibles: Aquellos datos personales que afecten a la esfera mas intima
de la persona titular, o cuya utilizacion indebida pueda dar origen a discriminacién o conlleve
un riesgo grave para esta. De manera enunciativa mas no limitativa se consideran sensibles
los datos personales que puedan revelar aspectos como origen racial o étnico, estado de salud
presente o futuro, informacion genética, creencias religiosas, filoséficas y morales, opiniones
politicas y preferencia sexual;

VIll. Derechos ARCO: Derechos de acceso, rectificaciéon, cancelacién y oposicion al
tratamiento de datos personales;

IX. Dias: Dias habiles;
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X. Disociacion: Procedimiento mediante el cual los datos personales no pueden asociarse a
la persona titular ni permitir, por su estructura, contenido o grado de desagregacion, la
identificacion de la misma;

Xl. Fuente de acceso publico: Aquellas bases de datos, sistemas o archivos que por
disposicion de ley puedan ser consultadas publicamente cuando no exista impedimento por
una norma limitativa, y sin mas exigencia que, en su caso, el pago de una contraprestacion,
tarifa o contribucion. No se considerara fuente de acceso publico cuando la informacion
contenida en la misma sea obtenida o tenga una procedencia ilicita, conforme a las
disposiciones establecidas por la presente Ley y demas disposiciones juridicas aplicables;

Xll. Ley: Ley Federal de Proteccion de Datos Personales en Posesion de los Particulares;

Xlll. Persona encargada: Persona fisica o juridica que sola o conjuntamente con otras trate
datos personales por cuenta del responsable;

XIV. Reglamento: Reglamento de la Ley Federal de Proteccion de Datos Personales en
Posesion de los Particulares;

XV. Responsable: Sujetos regulados a que se refiere la fraccion de este articulo;
XVI. Secretaria: Secretaria Anticorrupciéon y Buen Gobierno;

XVII. Sujetos regulados: Personas fisicas o morales de caracter privado que llevan a cabo el
tratamiento de datos personales;

XVIII. Tercero: Persona fisica o moral, nacional o extranjera, distinta de la persona titular o del
responsable de los datos;

XIX. Titular: Persona a quien corresponden los datos personales;

XX. Tratamiento: Cualquier operacién o conjunto de operaciones efectuadas mediante
procedimientos manuales o automatizados aplicados a los datos personales, relacionadas con
la obtencibn, uso, registro, organizacion, conservacion, elaboracion, utilizacion, comunicacion,
difusion, almacenamiento, posesién, acceso, manejo, aprovechamiento, divulgacion,
transferencia o disposicién de datos personales, y

XXI. Transferencia: Toda comunicaciéon de datos personales dentro o fuera del territorio
mexicano, realizada a persona distinta de la titular, del responsable o de la persona encargada
del tratamiento.

Articulo 5. El responsable debera observar los principios de licitud, finalidad, lealtad,
consentimiento, calidad, proporcionalidad, informacién y responsabilidad en el tratamiento de
datos personales.

En el tratamiento de datos de personas menores de edad, el responsable observara un
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principio de interés superior de la nifiez, que prevalecera frente a intereses comerciales
del responsable o de terceros

Articulo 7. Todo tratamiento de datos personales estara sujeto al consentimiento de la
persona titular, salvo las excepciones previstas por la presente Ley.

El tratamiento de datos de personas menores de edad requerira consentimiento
expreso de quien ejerza la patria potestad o tutela, salvo cuando sea estrictamente
necesario para la prestacion de un servicio educativo solicitado por quienes ejercen la
representacion o para proteger el interés superior de la nifiez.

En ningun caso sera valido el consentimiento tacito para el perfilado, la geolocalizacién
o la publicidad dirigida a personas menores de edad.

Articulo 10. El responsable procurara que los datos personales contenidos en las bases de
datos sean exactos, completos, correctos y actualizados para los fines para los cuales fueron
recabados.

Tratandose de datos de personas menores de edad, los plazos de bloqueo y supresion
seran el minimo indispensable y, en todo caso, el responsable debera habilitar un
procedimiento expeditivo de eliminacion cuando lo solicite la persona titular por
conducto de su representante o la autoridad competente, sin perjuicio de obligaciones
de conservacion legal.

Articulo 15. El aviso de privacidad debera contener, al menos, la siguiente informacion:
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V. Los mecanismos, medios y procedimientos para ejercer los derechos ARCO, de
conformidad con lo dispuesto en esta Ley;

VI. El procedimiento y medio por el cual el responsable comunicara a las personas titulares
de cambios al aviso de privacidad, de conformidad con lo previsto en esta Ley;

VII. Distinguir claramente si se recaban o tratan datos de personas menores de edad,

VIIl. Describir medidas especificas de seguridad, minimizacioén, retenciéon Yy
mecanismos expeditos de ejercicio ARCO para personas menores de edad, e

IX. Informar si existen sistemas automatizados de recomendacién o perfilado y su
justificacién.

Capitulo V Bis
Del tratamiento de datos de personas menores de edad

Articulo 36 Bis. Queda prohibido el perfilado de personas menores de edad con fines
de publicidad dirigida, manipulacion conductual, monetizacion o decisiones
automatizadas que produzcan efectos juridicos o les afecten significativamente.

Queda prohibida la venta, cesion u obtencion de datos de personas menores de edad a
partir de fuentes ilicitas o sin base de legitimacion; También se prohibe Ia
geolocalizacién continua de ninas, nifios y adolescentes con fines comerciales.

Articulo 36 Ter. El responsable adoptara medidas de seguridad reforzadas, evaluacion
de impacto en proteccion de datos especifica para personas menores de edad, y
disefiara sus servicios bajo el principio de privacidad por defecto, recolectando
unicamente los datos estrictamente necesarios.

Articulo 36 Quater. El responsable habilitara canales expeditos para la eliminacion de
contenidos o datos que vulneren derechos de las personas menores de edad,
incluyendo bloqueo, retiro y desindexacién en un maximo de 48 horas tras la solicitud
fundada de autoridad competente, Procuradurias de Proteccion o de quien ejerza la
representacion.

Articulo 36 Quinquies. Los responsables deberdn conservar y preservar bajo cadena
de custodia la evidencia minima indispensable cuando se investiguen delitos contra
personas menores de edad, cooperando con autoridades competentes, sin obstaculizar
la remocién inmediata de contenidos ilicitos.
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Articulo 58. Constituyen infracciones a esta Ley, las conductas llevadas a cabo r el
responsable:

l.aXVil. ...

XVIII. Crear bases de datos en contravencion a lo dispuesto por el articulo 8, segundo parrafo
de esta Ley;

XIX. Vender o ceder ilicitamente los datos de personas menores de edad;
XX. Realizar perfilado y publicidad dirigida a personas menores de edad;

XXI. Captar, tratar o compartir datos de geolocalizaciéon de personas menores de edad
para seguimiento persistente con fines comerciales, sin consentimiento expreso de
quien ejerza la patria potestad o tutela y sin que exista finalidad estrictamente educativa
o de protecciéon conforme al interés superior de la ninez, y

XXll. Cualquier incumplimiento del responsable a las obligaciones establecidas a su
cargo en términos de lo previsto en la presente Ley.

Articulo 59. Las infracciones a la presente Ley seran sancionadas por la Secretaria con:
Lyll ...

1ll. Multa de 200 a 320,000 veces la Unidad de Medida y Actualizacion, en los casos previstos
en las fracciones VIl a XXI del articulo anterior, y

Iv. ...

ARTICULO SEGUNDO. Se reforman y adicionan los articulos 201 y 202; y se adiciona
al Titulo Séptimo Bis el Capitulo 1ll, denominado “De la extorsion sexual digital en
perjuicio de personas menores de edad”, para incorporar los articulos 199 Undecies y
199 Duodecies al Cédigo Penal Federal, para quedar como sigue:

Articulo 201.- Comete el delito de corrupcion de menores, quien obligue, induzca, facilite o
procure a una o varias personas menores de 18 afios de edad o una o varias personas que
no tienen capacidad para comprender el significado del hecho o una o varias personas que
no tienen capacidad para resistirlo a realizar cualquiera de los siguientes actos:

a). af). ...

28



-
CAMAR D Ev. : |
BIPUTADGS VERDE

A quién cometa este delito se le impondra: en el caso del inciso a) o b) pena de prisién de
cinco a diez afios y multa de quinientos a mil dias; en el caso del inciso c) pena de prision de
cuatro a nueve anos y de cuatrocientos a novecientos dias multa; en el caso del inciso d) se
estara a lo dispuesto en el articulo 52, del Capitulo I, del Titulo Tercero, del presente Cdodigo;
en el caso del inciso e) o f) pena de prisidn de siete a doce afos y multa de ochocientos a dos
mil quinientos dias.

Cuando la conducta referente al inciso f) se realice mediante el uso de tecnologias de
la informacién y comunicacion, redes o plataformas digitales, incluyendo la solicitud,
captacion o contacto con la victima, la pena se aumentara hasta en una mitad.

Cuando, para la comision de este delito, se utilicen perfiles falsos, técnicas de
anonimizacion, cifrado o se participen grupos, comunidades o redes organizadas en
entornos digitales, se impondran ademas de las penas anteriores, de tres a seis anos
de inhabilitacion para desempefnar empleos, cargos o comisiones en centros
educativos, deportivos, recreativos o de cuidado infantil, sin perjuicio de otras
sanciones aplicables.

Cuando se trate de actos de exhibicionismo corporal o sexuales simulados o no, y se
utilicen perfiles falsos, técnicas de anonimizacion, cifrado o se participen grupos,
comunidades o redes organizadas en entornos digitales; se impondran ademas de las
penas anteriores, de tres a seis anos de inhabilitacion para desempenhar empleos,
cargos o comisiones en centros educativos, deportivos, recreativos o de cuidado
infantil, sin perjuicio de otras sanciones aplicables

Articulo 202.- Comete el delito de pornografia de personas menores de dieciocho afios de
edad o de personas que no tienen capacidad para comprender el significado del hecho o de
personas que no tienen capacidad para resistirlo, quien procure, obligue, facilite o induzca,
por cualquier medio, a una o varias de estas personas a realizar actos sexuales o de
exhibicionismo corporal con fines lascivos o sexuales, reales o simulados, con el objeto de
video grabarlos, fotografiarlos, filmarlos, exhibirlos o describirlos a través de anuncios
impresos, transmision de archivos de datos en red publica o privada de telecomunicaciones,
sistemas de computo, electronicos o sucedaneos. Al autor de este delito se le impondra pena
de siete a doce afios de prision y de ochocientos a dos mil dias multa.
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Se considerara también pornografia de personas menores de dieciocho anos:

a) La produccién, almacenamiento, transmisién, descarga, distribucién, intercambio,
comercializacion o puesta a disposicion por medios digitales de material que implique
su participacion en actividades sexuales explicitas, reales o simuladas, o la exposicién
lasciva de sus partes intimas con fines sexuales;

b) El uso de sistemas automatizados o algoritmos para recomendar, posicionar o
monetizar dicho material;

¢) La desindexacion u ocultamiento fraudulento para evadir su deteccion

Capitulo Il
Extorsion sexual digital a personas menores de edad

Articulo 199 Undecies.- Comete el delito de extorsion sexual digital a personas menores
de edad a quien por cualquier medio digital, solicite, obtenga o pretenda obtener de una
persona menor de dieciocho anos imagenes, audios, videos o contenidos de naturaleza
sexual, mediante amenazas, engafo, coaccioén, abuso de confianza o aprovechamiento
de relacién de autoridad o vulnerabilidad.

Articulo 199 Duodecies.- sera sancionado con ocho a doce anos de prision y de
ochocientos a mil doscientos dias multa; sin perjuicio de las penas que correspondan
por otros delitos. Si ademas difunde el material obtenido, la pena se aumentara hasta
en una mitad. Este delito sera imprescriptible.

ARTICULO TERCERO. Se reforman las fracciones XIX y XX del articulo 13 y se
adiciona una fraccion XXI| al mismo; se adiciona el Capitulo Vigésimo Primero,
denominado “Del derecho a la identidad, privacidad, desconexién, alfabetizacion y
reparacion digital”, para incorporar los articulos 101 Ter, 101 Ter 2, 101 Ter 3 y 101
Ter 4 a la Ley General de los Derechos de Nifas, Nifios y Adolescentes, para quedar

como sigue:

Articulo 13. Para efectos de la presente Ley son derechos de nifas, nifios y adolescentes, de
manera enunciativa mas no limitativa, los siguientes:

l.aXxXVill. ...
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XIX. Derechos de nifias, nifios y adolescentes migrantes;

XX. Derecho de acceso a las Tecnologias de la Informacion y Comunicacion; y

XXI. Derecho a la identidad, privacidad, desconexién, alfabetizacion y reparacioén digital.

Capitulo Vigésimo Primero
Derecho a la identidad, privacidad, desconexion, alfabetizacién y reparacion digital

Articulo 101 Ter. Nifias, nifnos y adolescentes tienen derecho a la proteccion de su
intimidad y vida privada en entornos digitales, incluyendo el control sobre la captacion,
conservacion, tratamiento, difusion y explotacion de sus datos, contenidos, imagenes,
voz y cualquier otro identificador digital. Las autoridades adoptaran medidas para
prevenir, investigar, sancionar y reparar la vulneracion de este derecho.

Articulo 101 Ter 1. Se reconoce el derecho a una identidad digital unica, integra y
protegida frente a suplantaciones, manipulaciones o usos no autorizados. Las
autoridades federales y locales, en coordinacién con los sectores social y privado,
estableceran lineamientos para la verificacion robusta de identidad, notificaciéon
temprana de incidentes y asistencia a victimas.

Articulo 101 Ter 2. Se garantiza a ninas, nifios y adolescentes el derecho a la
desconexion de dispositivos, plataformas y servicios digitales en horarios de descanso
y escolares, asi como a condiciones que prevengan la sobreexposicion tecnoldgica, sin
menoscabo del acceso a la educacidén y a la informacién. Las autoridades educativas
emitiran protocolos para su observancia.

Articulo 101 Ter 3. Las autoridades educativas federales y locales implementaran
contenidos curriculares, materiales y programas de formacién docente para el
desarrollo de habilidades de alfabetizacion mediatica, pensamiento critico, seguridad
digital, autocuidado y ciudadania digital responsable.

Articulo 101 Ter 4. Se reconoce el derecho a la restauracion digital para lograr la
remocioén expedita de contenidos ilicitos o que vulneren los derechos de nifias, nifios y
adolescentes;

Las plataformas y servicios digitales deberan retirar, bloquear o desindexar, en un plazo
maximo de 48 horas posteriores a la notificacion de la autoridad competente o de las
Procuradurias de Proteccién, cualquier contenido ilicito o que vulnere los derechos de
ninas, ninos o adolescentes;

La autoridad establecera mecanismos de cooperacioén transfronteriza y preservacion
de evidencia digital;
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El incumplimiento generara responsabilidades administrativas y, en su caso, penales
conforme a la legislacion aplicable.

TRANSITORIOS

PRIMERO. EIl presente Decreto entrara en vigor al dia siguiente de su publicaciéon

en el Diario Oficial de la Federacion.

SEGUNDO. Se derogan todas las disposiciones de igual o menor jerarquia que se
opongan a lo previsto en este Decreto.

TERCERO. En un plazo no mayor a 365 dias naturales, las autoridades federales
competentes expediran y reformaran los reglamentos y lineamientos necesarios

para el cumplimiento de las nuevas disposiciones.

CUARTO. En un plazo no mayor a 365 dias naturales, las entidades federativas

adecuaran y armonizaran su legislacion correspondiente.

Dado en el Palacio Legislativo de San Lazaro, sede de la Comisién

Permanente del H. Congreso de la Unién, a los 7 dias de enero de 2026

SUSCRIBE

Diputado Felipe Miguel Delgado Carrillo

32



Referencias:

1. Asociacion de Internet MX. Estado de las politicas y regulacién sobre la ciberseguridad para nifias,
nifios y adolescentes en México 2022. AIMX, 2022, consultado a través de un comunicado del
Congreso del Estado de México que resume sus hallazgos.

2. Consejo Ciudadano para la Seguridad y Justicia de la Ciudad de México. “Alerta Consejo
Ciudadano sobre aumento de 86 % de casos de pornografia infantil relacionados con trata de
personas.” 5.° Reporte Anual contra la Trata de Personas 2024-2025, 17 de julio de 2025

3. Fundaciéon Paniamor. Informe Grooming LATAM 2025. San José: Fundacion Paniamor, 2025.

4. Instituto Nacional de Estadistica y Geografia (INEGI). M6dulo sobre Ciberacoso (MOCIBA) 2023.
Comunicado de prensa 413/24, 17 de julio de 2024.

5. MESECVI y ONU Muijeres. Violencia digital y nuevos medios. Reporte 2022. Mecanismo de
Seguimiento de la Convencién de Belém do Para, 2022.

6. Organizaciéon de las Naciones Unidas, Comité de los Derechos del Nifio. Observacion
General n.° 25 (2021) sobre los derechos de los menores en el entorno digital. Ginebra: ONU, 2021.

7. UNICEF México. “El uso de internet por nifias, nifios y adolescentes y los riesgos del ciberacoso.”
UNICEF México, 2023.

8. Unién Europea/Consejo de Europa. Convencion sobre la Ciberdelincuencia (Budapest), articulo 9;
y Convenio de Lanzarote. Europa, 2001

33



